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I. AUTHORITY  
 
Authority: Idaho Code § 67-827 and Idaho Code §67-833  

 
 
II. ABSTRACT  
 
A baseline establishes a minimal requirement for security practices. The first six Center 
for Internet Security controls are defined as the basic controls needed for cyber security 
hygiene within an organization. These basic security controls were referenced to build 
this custom baseline for Agencies to achieve an acceptable level of information security.  

 
 
III. DEFINITIONS  
 
See ITS Guideline G105 (Glossary of Terms) for any definitions. 
 
 
IV. STANDARD  
 
Agencies will implement the CSC baseline document maintained by the ITS State Chief 
Information Security Officer (CISO). This document is considered sensitive in nature 
and may only be available by approved request. 
 
 
 
 
 

https://ita.idaho.gov/psg/g105.pdf
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V. EXEMPTION PROCESS 
 

Refer to ITA Policy P1010 (IT Policies, Standards, and Guidelines Framework). 
 
 

VI. PROCEDURE REFERENCE  
 

• Center for Internet Security (CIS) Critical Security Controls (CSCs). 
 

 
VII. CONTACT DATA  
 
For more information and to request the CSC baseline document from the State CISO 
pertaining to this standard, contact the ITA Staff at (208) 605-4000. 
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http://ita.idaho.gov/psg/p1010.pdf
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